# Hash Function Attack & Crptanalysis Survey

攻击Hash函数的主要目标是找到一对或更多对的碰撞消息。在目前已有的攻击Hash函数方案中，一些是一般的方法，可以攻击任何类型的Hash加密算法，例如生日攻击方法，另一些是特殊的方法，只能用于攻击某些特殊的Hash加密算法，例如中间相遇攻击适用于攻击具有分组链结构的Hash加密算法，修正分组攻击适用于攻击基于模算术的Hash加密算法。

生日攻击方法没有利用Hash函数的结构和任何代数弱性质，它只依赖于消息摘要的长度，即Hash值的长度。因此该攻击方法对Hash加密算法提出了一个必要的安全条件，即Hash值长度必须足够长。中间相遇攻击是生日攻击的一种变形，它不比较Hash值，而是比较链中的中间变量。修正分组攻击则是通过伪造消息和一个分组级联修正Hash结果并获得期望的值。

在EUROCRYPT 2005中，wang等运用了一种以模块化整数减法作为度量的差分攻击方法在15~60min中内发现了MD5的碰撞。EUROCRYPT 2007中，Stevens等表明可以用chosen-prefix collision的方法对MD5进行更有力的攻击。ASIACRYPT 2011中，Florian Mendel等分析了SHA-2的耐碰撞性。2013年，以先进新颖的SHA-1分析框架为基础，该团队又提出了对完整SHA-1的最佳碰撞攻击，该方法将SHA-1压缩函数的调用降低到了261次。CRYPTO 2017中,Stevens等最先展示了SHA-1碰撞的实例，并从理论上证明了SHA-1攻击的可行性。

针对RIPEMD系列，EUROCRYPT 2013, Franck Landelle等针对应用于RIMPED-128的双支Hash函数提出了一种新的密码分析方法。该方法能够通过在RIPEMD-128压缩函数的每个计算分支中放置一个非线性差分部分从而构建一条非常好的差分路径，极大地改进了已知结果。ASIACRYPT 2017中，Fukang Liu等从理论上计算了RIPEMD-160的越阶微分概率，并构建了一个30步的差分路径，首次实现了对圆形缩减RIPEMD-160的碰撞攻击，时间复杂度为270。进一步地，在2019年，该团队充分利用其消息扩展的弱点，提出了两种新的有效碰撞攻击框架。

同年，Leurent G.等提出了将碰撞攻击转化为选择前缀碰撞攻击的新技术并将改进的攻击技术应用于MD5和SHA-1，其结果表明，对于某些哈希函数，选择前缀碰撞攻击比以前预期的要容易得多，不比普通的碰撞攻击难多少。这也给业界和用户们发出了警告——必须尽快放弃使用SHA-1。另外，他们的研究也为新的研究方向开辟了道路，例如研究如何改善SHA-1碰撞攻击和如何将该策略应用于其他哈希函数等。
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